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As a social media platform officially blocked in mainland China, Chinese Twitter has 
turned into an alternative and transnational digital space. Through the perspective of 
alternative spaces, this study explores the views and attitudes of Chinese Twitter users 
toward Internet censorship and how Chinese Twitter is generated and maintained as an 
alternative digital space. We applied latent Dirichlet allocation and identified 5 distinctive 
thematic clusters characterizing this alternative space, which spanned three types of 
activities: sharing technical knowledge, expressing political opinions, and disseminating 
alternative news items. Users employed spatial markers in their discussions to 
distinguish the Chinese Twitter sphere from other spaces. To maintain Chinese Twitter 
as an alternative digital space, sharing technical knowledge and information is as 
important as political resistance. Although it is a transnational digital space, the Chinese 
Twitter sphere is influenced by Chinese culture and takes advantage of it. 
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As part of China’s Internet governance system, the Great Firewall (GFW) of China monitors, filters, 

and blocks content and prevents mainland Chinese Internet users from normal access to banned foreign 
websites and applications such as Facebook, Twitter, and Google. While many empirical studies in recent 
years have explored the structure of and patterns in the Internet censorship mechanism in China (Bamman, 
O’Connor, & Smith, 2012; King, Pan, & Roberts, 2014), the research remains relatively scant in terms of how 
Chinese Internet users experience and view state-imposed censorship. Users’ perspectives are essential for a 
thorough understanding of the consequences of Internet censorship because they complement the structural 
perspective by showing how ordinary users view and negotiate censorship in their daily experience. Prior 
research has shown that Chinese netizens rely on technological tools such as virtual personal networks 
(VPNs) to access the global Internet (e.g., Mou, Wu, & Atkin, 2016). Furthermore, recent surveys from 
nondemocratic contexts such as Russia and Turkeyfound unexpectedly high levels of support for state-led 
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Internet censorship (Nisbet, 2015; Yesil, 2015), indicating that users’ views toward Internet censorship were 
diverse and sensitive to the social context. 

 
Our exploratory study aims to contribute to this line of research by considering how Chinese 

Internet users discussed the issue of Internet censorship on Twitter. Twitter has been blocked and 
unavailable since the second half of 2009 (Chen, 2014; Sullivan, 2012) in mainland China, leading it to 
become an uncensored space instead of being characterized by self-censorship. In China’s censored Internet 
space, Internet censorship cannot be openly discussed. However, there are many posts discussing Internet 
censorship on Chinese Twitter, which are likely to be closer to the real thoughts of users. Therefore, this 
article explores the views and attitudes of Chinese Twitter users toward Internet censorship by investigating 
how users discuss issues pertaining to Internet censorship in that context. Furthermore, based on Chinese 
Twitter users’ discussions on Internet censorship, this article explores how Chinese Twitter is generated and 
maintained as an alternative digital space. 

 
We applied topic modeling, an unsupervised machine learning algorithm, to a sample of Chinese 

tweets on the issue of Internet censorship to study the thematic structure characterizing this alternative 
space. We identified five distinctive thematic clusters that spanned three types of activities: sharing technical 
knowledge, expressing political opinions, and disseminating alternative news items. Within each cluster, we 
examined the key constructs that framed the discussions. The article is organized as follows: First, we review 
the relevant literature on Chinese Internet censorship and highlight the significance of the experience and 
perspectives of Internet users. Next, we explain the theoretical perspective and our methodology and data. 
The following sections present in-depth analyses of each cluster, and the article concludes with reflections on 
the broader implications of the findings. 

 
Internet Censorship in China and Users’ Perspectives 

 
As one of the most contested issues regarding the Chinese Internet, censorship has attracted 

widespread academic attention in recent years. Some researchers focus on top-down, state-driven censoring 
practices by investigating patterns in content filtering across different online platforms (Bamman et al., 
2012; Esarey & Xiao, 2008; Fu, Chan, & Chau, 2013; MacKinnon, 2009). These studies have generally found 
that the chief purpose of Internet censorship is to suppress criticism of the government, policies, and leaders 
(Bamman et al., 2012). Recent studies also suggest that messages related to collective actions are more 
likely to be censored (King, Pan, & Roberts, 2013; King et al., 2014). Furthermore, the technical architecture 
of the censorship mechanism is surprisingly decentralized and dispersed (Weaver, Sommer, & Paxson, 2009; 
Xu, Mao, & Halderman, 2011). Nonstate actors also play a coordinating role (Hu, 2011; Jiang, 2012; 
MacKinnon, 2008, 2009; G. Yang, 2012b). For instance, private corporations such as social media companies 
and Internet service providers complement the state-driven regulatory regime by practicing proactive self-
censorship (Jiang, 2012; MacKinnon, 2008). They seem to enjoy a certain leeway in devising and 
implementing their own agendas (MacKinnon, 2008, 2009; Miller, 2019), and there is considerable variation 
in their censoring practices depending on factors such as business models, corporate cultures, and 
relationships with the government (Jiang, 2012; G. Yang, 2012b). Chu (2017) suggested that economic 
protectionism could be an alternative lens through which to interpret Chinese Internet policies, and the 
development of domestic Internet companies and platforms provides the basis for censorship. 
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In mainland China, users choose to bypass censorship in strategic and nonpublic ways to engage in 
private resistance to Internet censorship (G. Yang & Jiang, 2015). Examples of such resistance include 
communicating in machine unreadable ways (Kou, Kow,& Gui, 2017), creating coded languages to express 
politically sensitive opinions (Xiao, 2011; F. Yang, 2016), engaging in online political satire (Esarey & Xiao, 
2008; S. Y. Lee, 2016; Meng, 2011; Nordin & Richaud, 2014; G. Yang & Jiang, 2015), and employing Internet 
memes (Mina, 2014). Some netizens use VPNs to bypass the GFW to visit foreign websites and resist online 
censorship (MacKinnon, 2011). To scale the GFW, users may seek to conduct subversive behaviors (Morozov, 
2011). 

 
Although the literature on Chinese Internet censorship has detailed the regularities, intentions, and 

technical architecture of the mechanism as well as the roles of different actors, an important question has, to 
a certain extent, been neglected: How do Chinese Internet users experience Internet censorship in their daily 
lives? The understanding of the social consequences of Internet censorship is incomplete without knowledge 
about users’ lived experiences. There are two major lines of research on Internet censorship from the 
perspective of users. The first shows that systematic content filtering affects Internet users’ motivations and 
browsing behaviors. A study by Mou et al. (2016) found that the use of circumvention tools was driven by 
pragmatic rather than ideological motivations. Another study found that Internet users tended to continue 
visiting websites that bear a linguistic and geographical affinity with the cultural communities to which they 
belong (Taneja & Wu, 2014). In other words, cultural affinity shapes Chinese Internet users’ browsing 
preferences as much as it does users in other countries, and in comparison, the effect of Internet censorship 
does not seem to be significant. 

 
The second line of inquiry considers public opinion toward Internet censorship in nondemocratic 

contexts. For instance, a recent study found that only 11% of Russians believe that the Internet should be 
completely free from any form of censorship, and 54% of the public thinks of governmental institutions as the 
most trustworthy regulator of the Internet, much higher than nongovernment entities (Nisbet, 2015). A 
similar study from Turkey found that just 40% of Turkish citizens believe that the Internet should be free from 
censorship. The level of support varies depending on people’s Internet usage and political affiliation (Yesil, 
2015). A general observation from these surveys is that the public does not unanimously oppose Internet 
censorship or the government’s role as the regulator of the Internet. Although factors such as Internet usage 
appear to be an important variable that explains variations in the level of support toward censorship, cultural 
and social contexts also shape people’s attitudes toward this issue (Asmolov, 2015). 

 
These findings show that public opinion toward Internet censorship as well as governmental 

intervention is more heterogeneous and contextually dependent than expected. They accentuate the 
importance of researching users’ perspectives and experiences. In the absence of representative survey data 
from China, we considered the Chinese Twitter sphere, an uncensored digital space, to be an ideal discursive 
space to explore the structure of opinions regarding the issue of Internet censorship. Therefore, this article 
focused on how users viewed and discussed Internet censorship from their usage and experience on Chinese 
Twitter. 
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The Chinese Twitter Sphere as an Alternative Digital Space 
 
An alternative space is separate from the mainstream space or other spaces—for instance, the 

Internet compared with traditional media (Gersch, 1998; Meng, 2011; Rahimi, 2011). As for Lievrouw 
(2011), the word “alternative” is closely related to “activist,” “marginal” and “radical.” Therefore, alternative 
spaces are often resistance spaces. For example, transcultural translation can constitute such an alternative 
space for political action (Baker, 2013). In practice, alternative spaces emphasize their differences to a large 
extent. To maintain their differences, alternative spaces call for an “alternative imagined community” (Meng, 
2011, p. 46) and adopt some techniques and strategies (Cao, 2017; Lievrouw, 2011). 

 
Alternative spaces are related to the public sphere (Habermas, 1962) and the counterpublic sphere 

(Jackson & Foucault, 2015). However, they are different from the counterpublic space. The idea of a 
counterpublic sphere emphasizes adversarial discourse and the relationship between the dominant public 
sphere and itself, whereas the notion of an alternative space focuses on differences rather than adversarial 
discourse. Therefore, we employed the concept of alternative spaces in this article. 

 
Because of the absence of censorship, Chinese Twitter has become a special case and has attracted 

researchers’ attention. What kind of space is the Chinese Twitter sphere? The question has not yet been 
answered definitively. Some researchers believe that Chinese Twitter is a public sphere platform (Chen, Tu, 
& Zheng, 2017). However, some researchers have asserted that Chinese Twitter is not a free space for 
exchanging information because some bots post anti-Chinese-state messages to attract potential users from 
around the world (Bolsover & Howard, 2018). 

 
From the perspective of usage, Chinese Twitter is an alternative digital space. First, Chinese Twitter 

is a subversive space for discussing sensitive issues by connecting with different news sources and attracting 
a range of activists (Benney, 2011; Ji, 2017; Sullivan, 2012). To a great extent, Chinese Twitter is a highly 
politicized online community, which marks a sharp contrast to Sina Weibo, the Chinese counterpart of Twitter, 
which is largely dominated by nonpolitical content such as entertainment, sports, and advertising (Sullivan, 
2012). Second, the Twitter community in Chinese represents a deliberate “international space” (Jiang, 
2010), and it can be compared domestically and internationally. 

 
Additionally, the Chinese Twitter sphere can be considered a virtual border zone. As G. Yang (2012a) 

observed, the varied distribution of state power in digital space produced virtual border zones where state 
regulations had become diluted, diffused, and less commanding. Depending on the type of power and how it 
is distributed, virtual border zones take various forms in the context of the Chinese Internet. Commercial 
websites are a case of virtual border zones compared with political websites as they are less subject to the 
direct regulatory power of the state, which grants them greater leverage for negotiation. Similarly, online 
self-media outlets are virtual border zones in relation to state-owned or commercial online news portals. 
Relatively less pressure from censorship and profits gives them greater freedom to devise their own 
agendas. 

 
As for Chinese Twitter, users’ access from mainland China is not guaranteed because of the GFW. 

Accessing Twitter from mainland China requires knowledge about circumvention technologies. At the same 
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time, the blurred nature of virtual border zones also means that the power of the state is less commanding, 
which creates opportunities for transgression. Therefore, Twitter also serves as a case of a forbidden virtual 
border zone to investigate the dynamics between state power and civic activism in digital space. 

 
To our knowledge, there is little literature discussing how the Chinese Twitter space is generated 

and maintained from the user’s perspective. Some studies have provided an explanation from the 
perspective of political resistance (e.g., G. Yang, 2012a), while other factors are ignored. This study raises 
the following question: From users’ discussions on Internet censorship, how is Chinese Twitter generated and 
maintained as an alternative digital space? 

 
Methods and Data 

 
Topic modeling is a family of exploratory machine learning algorithms designed to uncover the 

hidden thematic structure from a large corpus of documents. In this study, we used an unsupervised topic 
model referred to as latent Dirichlet allocation (LDA; Blei, Ng, & Jordan, 2003). LDA assumes that a textual 
document can be represented as a distinctive distribution of topics that appear together more often than 
expected. Similarly, each topic can be represented by a unique distribution of words. With a sample of 
documents, this method allows us to estimate these two distributions and to generate a set of interpretable 
topics. With this information, researchers are able to examine the distribution of topics within any given 
document. They can also identify the conceptual building blocks that characterize each topic by examining 
the most popular terms. 

 
LDA was originally developed by computer scientists to facilitate the automatic classification of large 

textual corpora. DiMaggio, Nag, and Blei (2013) underscore the affinities between “topics”—empirical 
clusters of terms—and a set of conceptual tools that social scientists commonly use to study textual data. In 
particular, they suggest that a topic cluster can be interpreted as a cultural frame, which is “a set of 
discursive cues (words, image, narrative) that suggest a particular association of a person, event, 
organization, practice, condition, or situation” (DiMaggio et al., 2013, p. 593). As a meaning-generating 
device, frames hold together diverse symbols and make them coherent. This method is useful for revealing 
hidden themes in textual data, especially when the volume of data is overwhelming for hand coding. LDA has 
been applied in the analysis of various textual data, such as news articles (DiMaggio et al., 2013) and 
abstracts (Kaplan & Vakili, 2015). LDA has also been used recently to explore the hidden structure within 
large volumes of relatively short texts, such as tweets (Hong & Davison, 2010; Ramage, Dumais, & Liebling, 
2010; Weng, Lim, Jiang, & He, 2010). 

 
In the context of this study, we consider topic clusters as conceptual frameworks within which 

Internet censorship can be discussed. Words and phrases specific to each cluster are discursive cues that 
constitute the key constructs of a specific frame. To identify a corpus of censorship-related tweets, we used a 
combination of relevant terms and hashtags, including “firewall” (“防火墙”), “scale the wall” (“翻墙,” a popular 

euphemism for circumventing the GFW), “scientific use of the Internet” (“科学上网 ,” another popular 

euphemism for circumventing the GFW), “#fuckGFW,” and “#greatfirewall.” With these search terms, we 
randomly selected a day, September 1, 2015 (between July 1, 2015 and December 31, 2015) and retrieved 
a total of 162,720 tweets. We then deleted non-Chinese tweets as well as those that were not retweeted to 
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focus on a subgroup of tweets that are relatively more influential within the corpus. After the cleaning 
procedure, the total number of remaining tweets in the sample was 30,896. Next, we removed textual 
features that were not relevant to our research questions, including emoticons, numbers, dates, hashtags, 
and mentions. We also removed duplicate and repeated tweets to avoid biased word frequency estimates. In 
the end, the sample contained 6,432 tweets for this study. 

 
Next, we used the textmineR package (Version 3.0.3) to perform the LDA analysis. We fit the LDA 

model to the sample. Because the tweets are short and most contain only one topic, we chose the topic with 
the largest probability value. It is worth noting that researchers must determine the number of topics before 
running the model. However, this prerequisite does not mean that model selection is an arbitrary procedure. 
In particular, interpretability and analytic utility constitute the most critical considerations when making 
decisions among different models (DiMaggio et al., 2013). In addition, familiarity with the context and 
domain-specific knowledge are also important, as they complement the heuristic lens provided by topic 
modeling (Grimmer & Stewart, 2013). When fitting the model to the corpus of tweets, we attempted different 
solutions with numbers of topics ranging from two to 12. We ran each model multiple times with varying 
model parameters to check the robustness. Two authors individually and independently labeled the clusters, 
and then we convened to compare results and resolve disagreements through discussion. We carefully 
compared and evaluated each solution with the following questions in mind: (1) How interpretable are the 
clusters of words generated by a model solution? (2) Does a thematic interpretation derived from a topic 
cluster resonate with the actual content of the tweets? (3) How well does a solution balance interpretability 
and succinctness? After this process, we settled on a five-topic solution that offered a reasonable degree of 
interpretability and robustness. 

 
Findings 

 
Our first research question pertains to the structure of the Chinese Twitter sphere. Because some 

tweets may contain more than one topic, we considered a tweet with more than 50% of its words assigned 
to a certain topic as a typical case of that topic. Table 1 shows the distribution of the five thematic clusters 
among the typical tweets. 

 
Table 1. Top Words in the Topic Cluster “Technical Knowledge Sharing,” by Relevancy. 

Term  Relevancy Term  Relevancy 
软件 (software) 0.11 Surge (Surge) 0.03 
VPN (VPN) 0.08 Shadowsocks (Shadowsocks) 0.03 
服务 (service) 0.07 app (app) 0.02 
Google (Google) 0.06 iOS (iOS) 0.02 
手机 (cell phone) 0.06 地址 (address) 0.02 
下载 (download) 0.05 路由器 (router) 0.02 
代理 (proxy) 0.05 安装 (install) 0.02 
用户 (user) 0.04 发现 (discover) 0.02 
工具 (tool) 0.04 Twitter (Twitter) 0.02 
服务器 (server) 0.04 不用 (no need) 0.02 
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免费 (free) 0.04 系统 (system) 0.02 

SS (SS) 0.03 提供 (provide) 0.02 
流量 (Web traffic) 0.03 国内 (domestic) 0.02 
苹果 (Apple Inc.) 0.03 访问 (visit) 0.02 

IP (IP) 0.03 电脑 (computer) 0.02 
 
As Figure 1 shows, the topic cluster “technological knowledge sharing” is the most prevalent, 

featured in 28% of the tweets. The next three, “general censorship,” “Internet censorship,” and 
“miscellaneous news sources” are similar in terms of sharing, each accounting for approximately 15% of 
typical tweets. To facilitate the analysis, we further grouped these topic clusters based on the nature of 
the content. The most common tweets in the first cluster are informative; the second and third clusters 
are characterized by personal opinions and expressions; the last two clusters mainly consist of news items 
with brief news titles and links to external websites. 

 

 
Figure 1. Distribution of tweets across topics. 

 
For each of the clusters, we ranked the 30 most distinctive terms based on a measure of 

relevancy (Blei et al., 2003). These terms are significant because they constitute the fundamental 
conceptual building block of a specific topic cluster. At the same time, we also closely read the most 
typical tweets, specifically, those with more than 90% of their words assigned to the same topic. 

 
Sharing Technical Knowledge 
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We label the first topic cluster “technical knowledge sharing” because the majority of the tweets 
in this cluster are facts, especially knowledge about circumvention technologies. Web-related technical 
terms are shown in Table 1. 

 
Some words refer to the circumvention tools widely used among Internet users who regularly 

bypass the GFW, such as “Shadowsocks” (an open-source circumvention tool), “SS” (a popular 
circumvention client), “Surge” (apopular circumvention tool), and “VPN.” Another group of popular words 
relates to Internet or computer-specific terminology, including “server,” “system,” “iOS,” “IP,” “Web traffic,” 
and “router.” 

 
As these terms suggest, a popular theme in this cluster is the exchange of technical knowledge 

and information related to circumvention. For instance, in the following example, the author reports his 
personal observation about the blocking patterns of the GFW and shares tips about how to optimize the 
performance of circumvention tools accordingly. Knowledge and wisdom about the use of technology are 
shared, which helps build the identity of the Chinese Twitter community. 

 
Example 1: 

 
 
 
 
 
 
Based on my observations, if you want to stably circumvent the Great Firewall, you have to 
change your local IP address every other hour, no matter which tool you use, especially 
when the traffic is heavy. If you use a local network that cannot change the IP address, you 
have to prepare several server accounts and change the IP of the proxy servers from time 
to time. 
 
For users, censorship is a concrete obstacle, not an abstract one or simply a metaphor. Tweets 

such as this are instrumental because the Internet censorship regime changes periodically in response to 
various factors, such as updates to the technological infrastructure and outbreaks of major social events 
(Bamman et al., 2012; Fu et al., 2013). For instance, in early 2015, the Chinese government tightened its 
control over domestic VPN services, leading to frequent disconnections with blocked sites through VPNs 
from mainland China (Russell, 2015). The tweets in this cluster function as a real-time barometer, offering 
updates about the censoring behaviors of the GFW, which allows users to make informed choices among 
the available technical options and stay connected with the global Internet. This finding is in agreement 
with the literature that highlights the role of social media as an information reservoir in the context of 
online social movements (Bennett, Breunig, & Givens, 2008; Vasi, 2006). 

 
To better understand the motivation and behaviors of users who are active in technical 

knowledge sharing, we considered a form of digital activism referred to as “alternative computing,” in 
which activists with technical expertise “design, build, and ‘hack’ or reconfigure systems with the purpose 
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of resisting political, commercial, and state restraints on open access to information and the use of 
information technologies” (Lievrouw, 2011, p. 98). Moreover, alternative computing is becoming “a genre 
of new media activism” (Lievrouw, 2011, p. 117). What makes it different from other forms of online 
activism is “a shared ethical and political commitment to information access” (Lievrouw, 2011, p. 99), 
which is believed to serve as a critical precondition for emancipatory politics. As G. Yang (2006) 
underscores, information access and information technologies are the central stakes and arenas of political 
struggles in the Chinese digital sphere. From this perspective, technical tools and knowledge that enable 
global Internet access not only serve as a pragmatic solution to escape censorship but also as a political 
statement that challenges the ideology underlying the GFW. 

 
From the perspective of technology and its usage, there is a dynamic interaction between 

censorship and anticensorship. On the one hand, the GFW continues to update and improve its filtering 
capabilities. On the other hand, to ensure consistent access to the global Internet, Chinese netizens must 
be aware of changes, innovate effective counterstrategies, and circulate this knowledge in the Chinese 
Twitter sphere. The practice of jumping the wall by Chinese Twitter users promotes the fight against 
censorship and the evolution of censorship itself, which is a process of “mutual promotion.” However, it is 
worrisome because newcomers are faced with an already elevated level of censorship. 

 
Expressing Political Opinions 

 
The tweets in the second and third topic clusters that address “Internet censorship” and 

“general censorship” mainly consist of personal opinions and comments on the state’s censoring 
practices. The discussions on“Internet censorship”specifically focus on censoring practices in 
cyberspace. Several highly ranked terms include specific social media platforms such as “microblog,” 
“Twitter,” “WeChat,” “Twitter friends,” “tweeting,” “account,” and “circle of friends” (see Table 2), which 
suggest the prominence of social media as the digital context that are prominent in Chinese netizens’ 
lived experience with Internet censorship. 

 
Table 2. Top Words in the Topic Cluster “Internet Censorship,” by Relevancy. 

Term  Relevancy Term  Relevancy 
微博 (microblog) 0.08 新浪 (Sina) 0.02 
推特 (Twitter) 0.05 朋友圈 (circle of friends) 0.02 
微信 (WeChat) 0.04 信息 (information) 0.02 
五毛 (fifty-cent army) 0.03 墙内 (inside the wall) 0.02 
发现 (discover) 0.03 真的 (really) 0.02 
发明 (invent) 0.03 生活 (life) 0.01 
不用 (no need) 0.03 世界 (world) 0.01 
屏蔽 (block) 0.02 喜欢 (like) 0.01 
网友 (netizen) 0.02 朋友 (friend) 0.01 
账号 (account) 0.02 推友 (Twitter friend) 0.01 
东西 (East/West) 0.02 事情 (incident) 0.01 
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感觉 (feel) 0.02 国内 (domestic) 0.01 
肉身 (flesh body) 0.02 英文 (English) 0.01 
上推 (visit Twitter) 0.02 洗脑 (brainwash) 0.01 

Twitter (Twitter) 0.02 一条 (one piece) 0.01 
 
One of the most common topics in this cluster is the sudden removal of textual content such as 

comments, news items, and articles from popular social media platforms without prior notice. For 
instance, the following tweeter recounts a case of how new posts were deleted on Sina Weibo during 
the military parade. 
 

Example 2: 
 

 
                       
 
 
I saw on Twitter various comments and opinions on the military parade. I was curious 
about what the people inside the wall had to say, so I searched “military parade” on 
Sina Weibo. . . . The first few pages were loaded with the endorsements from “Big Vs” 
(influential accounts). . . . Suddenly there was a message saying “there are 105 new 
posts.” After I clicked the message, I was told that “Sorry, there is no search results 
related to ‘military parade. . . .’” 
 
A common thread throughout these examples is a compartmentalized image of the digital space 

based on the presence or absence of Internet censorship. This thread is indicated through the use of 
spatial markers that define boundaries. In Example 3, “the world outside” refers to digital space free from 
censorship, which suggests that the GFW is perceived as a technical infrastructure that separates digital 
space in a manner similar to physical walls. 

 
Here, the spatial markers qualitatively delineate different spaces based on the existence or 

absence of Internet censorship. These two information ecologies are believed to carry drastically different 
implications: uncensored space means being open-minded and having an eagerness to embrace diversity; 
censored space, however, creates an information enclosure that is a catalyst for nationalism and localism 
in the younger generation. Additionally, as Table 2 shows, several spatial markers rank high among the 
most popular terms in this cluster, including “inside the wall,” “East/West,” “domestic,” and “flesh body” 
(meaning the person is physically located outside mainland China, which negates the need to circumvent), 
showing that the image of a compartmentalized digital space prevails and shapes discussions on Internet 
censorship. 

 
 
Example 3: 
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The worst consequence of Internet censorship is that many young people didn’t even 
know until today that there is Facebook, YouTube, Twitter, and many other things in the 
world. They have no idea about what the world outside looks like and therefore no desire 
to scale the wall. Physically, the wall we built has blocked Internet access, and 
psychologically, it has blocked our understanding and eagerness toward the world. 
That’s the saddest thing. 
 
Circumventing the GFW means more than broader information access, and it is regarded as a 

privilege that should be cherished and used with great care. In Example 4, the author contrasts the media 
landscapes within and beyond the GFW. Similarly, the author refers to the wall as if it were a physical 
structure that divides space. Moreover, the GFW climbers sometimes have more moral superiority in a 
cultural sense, which distinguishes different classes on the Chinese Internet. 

 
In the third topic cluster, “general censorship,” the term “censorship” remains essential. However, 

its scope has been extended to include censoring practices across various domains, such as film 
production, book publishing, and journalism. The state is often mentioned as being responsible for these 
censoring practices, as several popular terms point to the state apparatus and political infrastructure, such 
as “authority,” “state,” “Chinese government,” and “system” (see Table 3). 

 
Table 3. Top Words in the Topic Cluster “General Censorship,” by Relevancy. 

Term  Relevancy Term  Relevancy 
审查 (censorship) 0.2 维基百科 (Wikipedia) 0.02 
中国 (China) 0.08 中国政府 (Chinese government) 0.02 
美国 (America) 0.05 研究 (research) 0.02 
网络 (Web) 0.03 难民 (refugee) 0.02 
互联网 (Internet) 0.03 外国 (foreign country) 0.02 
当局 (authority) 0.03 长城 (Great Wall) 0.02 
媒体 (media) 0.02 自由 (freedom) 0.01 
自我 (self) 0.02 大陆 (mainland China) 0.01 
国家 (state) 0.02 台湾 (Taiwan) 0.01 
公司 (company) 0.02 制度 (system) 0.01 
朝鲜 (North Korea) 0.02 政治 (politics) 0.01 
香港 (Hong Kong) 0.02 中共 (Chinese Communist Party) 0.01 
新闻 (news) 0.02 全世界 (world) 0.01 
封锁 (block) 0.02 影响 (influence) 0.01 
谷歌 (Google) 0.02 人士 (person) 0.01 
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Example 4: 
 

 
 
 
 
If you manage to climb over the wall, you should look around rather than talk to 
yourself or complain. If the purpose of jumping the wall is merely to complain without 
being censored, you should just close the door, stay in bed, and put your words down on 
paper. Rather than limiting yourself to the boring, shameless, and incompetent Chinese 
newspaper groups on Twitter and being close-minded, you should be open to the voices 
and perspectives from the neutral foreign media outlets. 
 
 
For instance, Example 5 tells the story of Gao Xingjian, a Nobel laureate who was not able to 

publish his own work in mainland China because of the stringent censorship on publishing. 
 
Example 5: 
 

 
 
 
 
 
The first Chinese mainland recipient of the Nobel Prize for Literature was born in 
Ganzhou, Jiangxi, in 1940. He moved to France in 1987 and received the Prize in 2000. 
His major works include Soul Mountain, One Man’s Bible,and Escape, all banned from 
publication in mainland China. During the Cultural Revolution, he had to burn a suitcase 
of manuscripts, including his diaries. He said, “A writer cannot succumb to censorship.” 
He also said, “I am homesick, but I cannot return to my homeland.” He is Gao Xingjian. 
 
Interestingly, spatial markers also rank high among the most relevant terms in this cluster (see 

Table 3). Different from the previous cluster, however, they no longer divide space based on Internet 
censorship, but rather on the type of social and political system. There are countries or regions such as 
“China,” “mainland,” and “North Korea,” where media are intensively regulated by the state. At the same 
time, there are examples such as “America,” “foreign country,” and “Hong Kong,” where freedom of speech 
is highly valued and protected by law. Understandably, a popular theme in this cluster is found in 
comparisons of the censoring practices between democratic and nondemocratic contexts. For instance, 
Example 6 refers to a research report on countries with the most extensive media censorship, including 
China. 
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Example 6: 
 
 
 
 
 
The Committee to Protect Journalists has recently published a report about the 10 
countries with the most stringent media censorship. Eritrea, North Korea, and Saudi 
Arabia are the top three. China ranks as No. 8. Other countries include Ethiopia, 
Azerbaijan, Vietnam, Iran, Myanmar, and Cuba. China is also the world’s largest prison 
for journalists. 
 
The “Internet censorship” and “general censorship” clusters contain the most politically driven 

discussions. They demonstrate the empowering potential of forbidden virtual border zones, such as the 
Chinese Twitter sphere, where politically motivated netizens are able to discuss, debate, and deliberate on 
issues related to censorship. It is helpful to construct the Chinese Twitter community’s identity. However, this 
phenomenon does not mean that the impact of the state has disappeared entirely. According to Mann (1984), 
an important source of the power of the state originates in its capacity to create and sustain geographical 
boundaries. If territorialization is a defining feature and the manifestation of the state’s power at work, we 
may regard artificial information barriers such as the GFW as an instance of the state’s border-drawing 
technology operating in cyberspace. These technologies are met with resistance from netizens, either in the 
form of circumvention technologies or criticisms on Twitter. However, the presence of spatial markers 
indicates the widespread perception that technical infrastructures such as the GFW create and sustain national 
boundaries in a similar fashion to physical borders, thereby contributing to a compartmentalized image about 
the Internet. 

 
Further analysis of these discussions on Chinese Twitter reveal the influence of Chinese language 

and culture. Because of its 140-character limit, Twitter may not be the best avenue for in-depth 
discussions and conversations about politics. Tweets function more as endorsements rather than as 
explications of ideas. However, the Chinese Twitter sphere represents a somewhat different case. 
Although a single Chinese character occupies the same space as a Latin letter, the former is often much 
more informative (Benney, 2011). For instance, whereas the English word “good-bye” consists of seven 
characters, its Chinese equivalent (“再见”) contains only two. The relative efficiency of Chinese characters 

in the default encoding scheme, together with the absence of state-imposed censorship, makes Twitter a 
potent communicative device for in-depth political discussions. 

 
Disseminating Alternative News Items 

 
Whereas the previous three clusters mainly consist of original tweets, the last two topic clusters 

often contain news headlines. Many contain URLs directing readers to external websites. As Table 4 
shows, the central theme of the first news cluster is legal issues and law enforcement characterized by the 



5070  Shiwen Wu and Bo Mai International Journal of Communication 13(2019) 

appearance of legal terms such as “lawyer,” “law,” “procurator,” “case,” “guilt,” “crime,” and “accuse.” In 
addition, other popular words refer to state institutions, including “police,” “state,” and “government.” 

 
Table 4. Top Words in the Topic Cluster “Legal/Law Enforcement,” by Relevancy. 

Term  Relevancy Term  Relevancy 
审查 (investigate) 0.07 犯罪 (crime) 0.02 
律师 (lawyer) 0.05 煽动 (provoke) 0.02 
政府 (government) 0.04 审查起诉 (investigate and accuse) 0.02 
公民 (citizen) 0.02 年月日 (year, month, day) 0.02 
检察院 (procuratorate) 0.02 颠覆 (subversion) 0.02 
法律 (law) 0.02 百姓 (people) 0.01 
案件 (case) 0.02 联合国 (United Nations) 0.01 
国家 (state) 0.02 公安 (public security official) 0.01 
外楼 (buildings outside) 0.02 人权 (human rights) 0.01 
官员 (government official) 0.02 组织 (organize) 0.01 
涉嫌 (suspect) 0.02 真理 (truth) 0.01 
罪名 (guilt) 0.02 泰国 (Thailand) 0.01 
警察 (police) 0.02 党国 (party state) 0.01 
立案 (filing a criminal case) 0.02 起诉 (accuse) 0.01 
一封 (one) 0.02 权力 (power) 0.01 

 
Legal activities involving state officials emerge as a recurring topic among the most typical tweets. 

Two major themes are especially notable: The first theme concerns legal conflicts between human rights 
activists and the state. For instance, several tweets mention Zhiqiang Pu, a human rights activist who was 
accused of obtaining citizens’ personal information and was sentenced to jail by the state court. The 
second theme focuses on the state or local governments’ legal conduct, such as investigations into high-
profile government officials suspected of corruption, which is likely to be censored. For instance, Example 
7 comes from a user who self-identifies as human rights activist. 

 
Example 7: 
 

 
 
 
The next United Nations’ human rights investigation will happen in November. I used to 
be trained by a human rights organization regarding how to take advantage of the UN’s 
human rights support, and the key is to direct requests to foreign diplomats. Since 
human rights organizations are extremely busy, I suggest you send the requests 
yourself. I have collected the Twitter account names of several Swiss diplomats (see 
previous tweets). Send your grievances to the UN! 
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We labeled the last cluster “miscellaneous news sources” because the tweets are mainly 
characterized by shared textual features that are indicative of news sources rather than a coherent theme 
(see Table 5). For instance, terms such as “Communist Party,” “epoch,” “mainland,” “must see,” and “quit” 
constitute short catchphrases that serve as source identifiers. 

 
Table 5. Top Words in the Topic Cluster “Miscellaneous News Sources,” by Relevancy. 

Term  Relevancy Term  Relevancy 
共产党 (Communist Party) 0.39 每日 (daily) 0.04 
退出 (quit) 0.35 纪元 (epoch) 0.03 
直连 (direct connection) 0.24 重点 (emphasis) 0.03 
保平安 (secure safety) 0.21 读者 (reader) 0.03 
大陆 (mainland China) 0.2 三招 (three tricks) 0.03 
必看 (must see) 0.19 阅兵 (military parade) 0.03 
神韵 (Shen Yun) 0.18 二亿人 (two hundred million people) 0.03 
两亿 (two hundred million) 0.17 梳理 (systemize) 0.03 
人三退 (three quits) 0.17 科学 (science) 0.03 

world (world) 0.15 上网 (surfing the Web) 0.02 

tour (tour) 0.1 江泽民 (Jiang Zemin) 0.02 
三退 (three quits) 0.07 中共 (Chinese Communist Party) 0.02 
新闻 (news) 0.06 习近平 (Xi Jinping) 0.02 
真理 (truth) 0.04 宣传部 (Propaganda Department) 0.02 
中国 (China) 0.04 自救 (save oneself) 0.02 

 
 
Similar to the “legal/law enforcement” cluster, the news items often contain sensitive content 

that may trigger censorship and are therefore unlikely to circulate widely within the Chinese Internet. 
Example 8 concerns another sensitive topic related to political competition among high-level Communist 
Party leaders. 

 
 
 
 
Example 8: 
 

 
[Must-See News After Jumping the Wall] Hearsay about personnel changes among 
Chinese leadership involve Politburo members (website: dlvr.it/CYys9c). 
 
How can one make sense of the prevalence of alternative news items in the Chinese Twitter 

sphere? The Chinese domestic media system tends to align closely with the agenda of the state, which 
does not tolerate news or information that poses a challenge to the legitimacy of the state. However, 
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virtual border zones such as Twitter undermine this power asymmetry with an international political 
opportunity structure favorable to social activism (G. Yang, 2012a). Of course, there is perhaps yet 
another fundamental technical precondition: the absence of censorship. Together, this unique opportunity 
structure enables alternative media outlets to thrive and reach potential Twitter audiences who are 
receptive to such information. The audience may include Chinese netizens who regularly circumvent the 
GFW for more diverse digital media diets (Mou et al., 2016; Q. Yang & Liu, 2014) as well as global media 
professionals who are interested in the voice of Chinese activists (G. Yang, 2012a). However, the GFW 
limits activists’ ability to reach a significant portion of their target audience in mainland China, which puts 
the Chinese Twitter sphere at risk of marginalization. 

 
Conclusion and Discussion 

 
In this study, we applied a topic model (LDA) to a sample of Chinese tweets centering on the issue 

of Internet censorship to analyze the thematic structure underlying the discursive space. The five distinctive 
topic clusters span three major activities: sharing technical knowledge, expressing political opinions, and 
disseminating alternative news items. Based on users’ discussions on Internet censorship and the five 
thematic clusters, this article found the mechanisms for the formation and maintenance of the Chinese 
Twitter sphere as an alternative digital space. First, sharing and obtaining updated technical knowledge and 
information can allow users to continue bypassing technological blocks, such as the GFW. Users in mainland 
China continue to access Twitter as a prerequisite for Chinese Twitter formation and maintenance. Second, 
the discussion of sensitive topics and content is the important maintenance mechanism that reflects how 
Chinese Twitter is an alternative digital space for protest and resistance. Sensitive topics and content meet 
the expectations of Chinese Twitter users, including activists and those who are interested in obtaining 
uncensored information. Meanwhile, it distinguishes Chinese Twitter from mainland China’s Internet space 
and maintains the Chinese Twitter community’s identity. To highlight that Chinese Twitter is an alternative 
digital space, users employ many spatial markers to draw boundaries in their discussions, which resist the 
Chinese government’s efforts to demarcate boundaries with the GFW. Third, disseminating alternative news 
items to attract potential audiences and the international media can help Chinese Twitter gain political 
opportunities. Regarding the formation and maintenance of the Chinese Twitter sphere, G. Yang (2012a) 
paid attention to sensitive topics and political opportunities as well as others focusing on political resistance 
(Sullivan, 2012), but ignored the importance of technology to some extent. When Chinese Twitter is 
discussed as an alternative space, attention should be paid not only to politics and empowerment but also to 
technologies. 

Although it is a transnational and alternative digital space, the Chinese Twitter space is influenced 
by Chinese culture and takes advantage of it. For example, within the 140-character limit for tweets, the 
Chinese Twitter space makes use of Chinese characters to convey richer and more diverse meaning. In 
this sense, the Chinese Twitter space is culturally sensitive. As noted by Y. O. Lee (2009), Internet use 
and its effects tend to be content specific rather than universal. This finding reminds us to focus on 
cultural factors in the transnational alternative space. 

 
Such cultural sensitivity is also reflected in the perception of “jumping the wall” or “climb over the 

GFW.” In the Chinese context, a wall is “a construction of stone and brick to hold up a roof or separate the 
inside from the outside” (Liu, 2009, p. 461). Some scholars question the empirical accuracy and analytic 



International Journal of Communication 13(2019)  Talking About and Beyond Censorship5073 

utility of “the Great Firewall” as a metaphor for researching the Chinese Internet’s censoring regime and 
other similar regulatory practices in nondemocratic contexts. Hamdy and Gomaa (2012) underscored the 
discrepancy between the simplified depiction implied by this term (blocking information from the “outside”) 
and how Internet censorship operates in reality. Tsui (2007) highlighted the ideological connotations of 
this term and the ways in which it is integral to the foreign policy campaigns of the West. However, those 
who argue for the merits of this metaphor suggest that it remains valid as a critical reflection on the 
current status of Internet governance. For instance, Li (2016) argued that “the existence of the ‘wall,’ as 
both a technological apparatus and a structural metaphor, is a symptomatic object of the global media 
network, shattering the myth of borderless global access and foregrounding the regulatory power of the 
nation-state” (p. 110). Our study suggests that the GFW is more than simply a metaphor: It affects the 
ways in which Chinese netizens imagine, experience, and discuss Internet censorship, and it is thereby an 
integral part of users’ lived experiences. From this perspective, the GFW remains useful as a conceptual 
tool to analyze the impact of Internet censorship on users, despite its inadequacy as an overarching 
depiction of how the censorship regime operates. In other words, in combination with the Chinese context 
and Chinese culture, scaling the wall makes the GFW more meaningful and existential (Li, 2016), and at 
the same time, it makes the power struggle visible. This phenomenon is the users’ perspective 
contributing to an enriched understanding of the effects of Internet censorship. 

 
We proposed the dynamic interaction between the state’s Internet regulatory regime and 

resistance from Chinese netizens. The uncensored Chinese Twitter sphere provides unique opportunities 
for various forms of networked resistance against the GFW. At the same time, the power of the state, 
though somewhat diluted and less commanding in the Twitter sphere, still manifests its impact through 
the GFW. This constantly evolving censoring mechanism requires users to update correspondingly the 
technological means of resistance; the GFW projects the off-line sovereign boundary into the digital realm 
by cultivating in the minds of netizens an image of a compartmentalized digital space; the GFW also 
polices the virtual border by restricting the penetration of alternative news sources among domestic 
audiences, thereby reinforcing the asymmetry of power between Chinese media outlets and social activists. 
Our study has revealed the symbiotic relation of power enforcement and transgression taking place within 
virtual border zones, such as the Chinese Twitter sphere. To a certain extent, the acts of transgression 
themselves also serve as a testimony of the diminished yet persistent power of the state’s border-drawing 
technology. 

 
Our study has demonstrated the potential of exploratory computational methods such as LDA to 

investigate and understand the patterns and regularities underlying large textual corpora. This approach is 
particularly instrumental when it is difficult to develop presupposed assumptions based on the data or when 
hand coding is not practical because of the size of the data set. In the context of our research, LDA 
effectively reduced the complexity of the discursive corpora and revealed unexpected yet theoretically 
meaningful patterns. Furthermore, recent efforts have begun to explore the connections between the 
empirical findings of topic models and well-established theoretical concepts in social science (e.g., DiMaggio 
et al., 2013). This line of inquiry may allow researchers to produce theoretically informed interpretations 
from model outputs and to advance current knowledge about the culture of online communities through 
empirically rigorous methods. 
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